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Tarporley Pre-School                             
               Rear of St Helens Church, High Street, Tarporley Cheshire CW6 0AG                          Telephone: 01829 730233
MOBILE PHONE & COMPUTER & CAMERA
 USAGE POLICY (social networking)

POLICY STATEMENT
To ensure the safety and welfare of all children in our care we operate a personal mobile phone usage policy which states that all personal mobile phones cannot be used when in the presence of children, on the premises or when on an outing.  The setting accepts that employees will bring their mobile phone to work.  Employees are not permitted to have their phone while in the pre-school and all mobiles must be kept in the metal box located in the Office.
Procedures
· All mobile phones will be kept in a secure place throughout contact time with children and be returned to the owner at the end of the session by the person running the session.  This includes all volunteers and visitors.
· Mobile phone calls may only be taken at staff breaks or in staff members’ own time when not in the presence of children.
· If you have a personal emergency you are free to use the setting’s landline telephone.
· Staff will need to ensure that the setting have up to date contact information and that staff make their families aware of emergency work telephone number. This is the responsibility of the individual staff member.
· During group outings nominated staff will have access to a mobile phone, which is to be used for emergency purposes only.
· If this policy is not adhered to disciplinary procedures will be followed.
· If members of staff take their own mobile phones on outings, for use in the case of an emergency, they must not make or receive personal calls as this will distract them.

COMPUTERS & ELECTRONIC COMMUNICATIONS
PERSONAL BLOGS
The setting realises that in your own time and on non work computers, you are free to set up personal weblogs or ‘blogs’ on the internet.  Provided that they do not breach the law or disclose any of the early years setting’s confidential information, breach copyright, defame the company or its suppliers, customers or employees; bring the organisation into disrepute, or disclose personal data or information about any individual that could breach the Data Protection Act 1998.

All staff are issued with a tablet to enable them to complete learning journeys – the tablet is securely protected by a password and is locked down to prevent them being used to access any sites except Eylog. 
SOCIAL NETWORKING WEBSITES
The setting respects employee’s right to a private life.  However, the setting must also ensure that confidentiality and its reputation are protected.  It therefore requires that if you use social networking websites to:
· Refrain from identifying yourselves as working for the early years setting
· Ensure that you do not conduct yourself in  a way that is detrimental to the early years setting
· Take care not to allow your interaction on these websites to damage working relationships between employees, and service users of the early years setting.  It is recommended that employees are not ‘friends’ with parents on social networking websites.




CAMERAS & VIDEOS
· Members of staff must not bring their own cameras or video recorders into the setting.
· Photographs and recordings of children are only taken for valid reasons, i.e. to record their learning and development, or for displays within the setting.
· Photographs or recordings of children are only taken on equipment belonging to the setting. 
· Camera and video use is monitored by the setting manager.
· Where parents request permission to photograph or record their own children at special events, permission will first be gained from all parents for their children to be included.
· Photographs and recordings of children are only taken of children if there is written permission to do so

CYBER BULLYING
The early years setting is committed to ensuring that all of its employees are treated with dignity and respect at work.  Bullying and harassment of any kind will not be tolerated in the work place.  The early years setting can provide clear guidance on how bullying and harassment can be recognised.  Cyber-bullying methods could include using text messages, mobile phone calls, instant messenger services, by circulating photos or video clips or by posting comments on web sites, blogs or in chat rooms.  Personal blogs that refer to colleagues without their consent is also unacceptable.
Employees who cyber-bully a colleague could also face criminal prosecution under various laws, including Malicious Communications Act 1988



This Policy was adopted at the meeting of Tarporley Pre-School
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